
1. What is the Child Online Safeguarding Policy?

 Child Online Safeguarding Policy (COSP) provides guidelines, mechanisms, and standards for the safeguarding 
and protection of  children and young generation users of  the Free Internet Access in Public Places (FIAPP) 
from all harms of  the internet, such as online gambling, child pornography, and child online abuse and sexual 
exploitation. 

2.  What are acceptable and unacceptable uses of the Internet?

 Acceptable uses of  the internet under the COSP
a. Creation of  positive online content for children or online safety zones
b. Promotion of  the use of  the free public internet on government online services

 Unacceptable uses of  the internet 
a. Accessing, uploading to, downloading from, or sharing through sites that contain sexually explicit or 

child-exploitive materials
b. Copyright infringement
c. Hacking, phishing, spamming, or in any other way which violates the privacy of  other end-users
d. Online discrimination, threats, or harassment 
e. Cyber-bullying and other forms of  violence
f. Online gambling, or in any way contrary to existing laws.
g.  Using the free public internet in any other manner that is contrary to existing laws, orders, circular, rules, and 

regulations.
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3. What are the legal bases of the COSP?

 The legal bases of  the COSP are the following:
a. Articles II and XV of  the 1987 Philippine Constitution
b. Section 2(k), 5d 6(1)(a) of  Republic Act (RA) No. 10844, otherwise known as the “Department of  

Information and Communications Technology Act of  2015”
c. Section 2 of  RA No. 9775, otherwise known as the “Anti-Child Pornography Act of  2009”
d. Article 3(8) of  Presidential Decree (PD) No. 603, otherwise known as “The Child and Youth Welfare 

Code” 
e. Section 2 of  RA No. 9262, otherwise known as the 

“Anti-Violence Against Women and Their Children 
Act of  2004”

f. Section 4 of  RA No. 9995, otherwise known as the 
“Anti-Photo and Video Voyeurism Act of  2009”

g. Section 4(c)(2) of  RA No. 10175, otherwise known as 
the “Cybercrime Prevention Act of  2012”

h. Section 4(f) RA No. 10364, otherwise known as the 
“Expanded Anti Traffi cking in Persons Act of  2012”

i. Section 3(c), 5, of  RA No. 10929, otherwise known 
as the “Free Internet Access in Public Places (FIAPP) 
Act”

j. United Nations Convention on the Rights of  the 
Child (UNCRC)

k. General Comment No. 13 of  the United Nations 
Committee on the Rights of  the Child
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Section 10. Prohibition on Access 
to Pornography. - Access to 
pornographic websites shall be 
prohibited under the Program.

Section 11. Protection of Children. 
- The DICT, in coordination with the 
Inter-Agency Council Against Child 
Pornography, and in consultation 
with telecommunications 
companies and civil society 
organizations, shall develop 
standards and mechanisms for 
the protection of children online, 
consistent with existing laws on 
the rights and protection of the 
welfare of children.



4. What is the trend of child sexual abuse/exploitation in the Philippines? 

 A UNICEF study shows that 8 out of  10 Filipino children and adolescents are in danger of  being bullied or 
sexually abused online. Per Philippine Kids Online Survey 25.1% of  children in the Philippines report that they 
have encountered sexual images online for the past year.

5. What ages are covered and protected under the COSP?

 The UNCRC defi nes the child as a person under 18 years of  age.

 RA 7610 Sec 3(a) “Children” refers to person below eighteen (18) years of  age or those over but are unable to 
fully take care of  themselves or protect themselves from abuse, neglect, cruelty, exploitation or discrimination 
because of  a physical or mental disability or condition;

6. How are violations against COSP reported?
 
 The DICT, its concerned units, and attached agencies, with the NBI, PNP and other law enforcement agencies 

shall establish protocols and standard operating procedures for immediate action on reports of  abusive content 
such as exploitation of  children, cyberbullying, and the like.

 The Cybercrime Investigation and Coordinating Center (CICC) extends immediate assistance for the suppression 
of  real-time reports of  cybercrime through a computer emergency response team, giving foremost priority to 
cases involving children. 

 Reporting mechanisms employed by the DICT shall be publicized and regularly promoted in their website and 
other forms of  media such as print media and signage in areas with free public internet access.
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 The following are the contact details of  government agencies and organizations where to report COSP-related 
incidents:

 a. Philippine National Police Women and Children Protection Center (WCPC)
   Luzon :  0945 863 2235 (Globe) Mindanao :  0928 604 5425 (Smart)  
   Visayas :  (032) 410 8483  0917 180 6037 (Globe)  
    
   PNP WCPC :  0966 725 5961
    0919 777 7377
    https://www.facebook.com/wcpc.didmpnp

   PNP ACG:  0927 084 3792
    (02) 723-0401 loc 7494
    https://www.facebook.com/PNPACGWCCPU 

  b. National Bureau of  Investigation Anti-Human Traffi cking Division (02) 8521 9208
 
 c. Department of  Justice Inter-Agency Council Against   Dial 1343 /  
  Human Traffi cking   www.1343actionline.ph

 d. Department of  Social Work and Development  csbioc@dswd.gov.ph

 e. Philippine Inter-Agency Council Against Child Pornography info@iacacp.gov.ph

 A reporting link to the Department of  Information and Communications Technology (DICT), Philippine 
National Police (PNP), and the National Bureau of  Investigation (NBI) shall be provided in the landing page of  
the DICT website.

a. The reporting link shall be child-friendly and prominently displayed.
b. The reporting link shall provide the user with the option of  either reporting online or calling a 

hotline 
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7. What are the sanctions/penalties of the violators of the COSP?
 
 There are no is no penal provisions in the COSP Policy but violations against the COSP  shall be sanctioned 

accordingly with the existing laws, rules, and regulations.

 The Department may, either motu proporio or upon complaint, pursue appropriate enforcement and investigation 
proceedings upon any violation or circumvention of  the provisions of  this Circular, with a view towards 
instituting such civil, criminal, administrative cases, or any combination thereof, as may be warranted pursuant to 
applicable laws, guidelines, rules, regulations, and other issuances.

8. Is COSP implemented all over the country?

 The COSP will cover all public places in which the FIAPP programe os being implemented, such as:
a. National and local government offi ces;
b. Public basic education institutions;
c. State universities and colleges, and Technical Education and Skills Development Authority (TESDA) 

technology institutions;
d. Public hospitals, health centers, and rural health units;
e. Public parks, plazas, libraries, and barangay reading centers;
f. Public airports, and seaports; and
g. Public transport terminals

 The COSP shall cover all public places in which the FIAPP Program is implemented. It shall likewise apply 
to all stakeholders, inclusive of  NGAs, LGUs, SUCs, CSOs, NGOs, and private entities, such as IPSs, 
telecommunications service providers, among others, that participate in the FIAPP Program, or whose products 
and services are accessible through the FIAPP Program.
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9. What are other COSP-related initiatives within the country?

 Other COSP-related initiatives in the Philippines are as follows:
a. Safer Internet Day for Children Philippines - an annual celebration every February proclaimed 

under the Presidential Proclamation No. 417 as a call to action in protecting children for better and 
safer internet use. 

b. #StopChildPornPh - is an online prevention project against child pornography of  the Department 
of  Social Welfare and Development - Social Technology Bureau which aims to empower the 
children, parents/guardians, and other child-duty bearers in responding to child online protection 
issues.

c. Safer Internet Day for Children Philippines - an annual celebration every February proclaimed 
under the Presidential Proclamation No. 417 as a call to action in protecting children for better and 
safer internet use.

d. SaferKidsPH - s a 6 year program that aims to reduce incidents of  online sexual abuse and 
exploitation by strengthening the child protection system.

Excerpts from the Child Online Safeguarding Policy (Department Circular No. 15, s. of 
2020 signed 18 December 2020)

Section 8. Unacceptable Uses. – The free public Internet provided under the FIAPP Program shall not be utilized in 
any manner that is unacceptable. Unacceptable uses thereof  shall include but not be limited to the following:

a. Accessing, uploading to, downloading from, sharing, or utilizing pornographic websites.
b. Accessing, uploading to, downloading from, sharing, or utilizing sites that contain child-pornography 

or other child exploitative materials.
c. Accessing any material or content that is illegal or otherwise illegally obtained, inclusive of  viewing, 

downloading, uploading, or making available to other parties any content or material that is illegal or 
illegally obtained, or otherwise protected by intellectual property laws, without the permission of  the 
owner thereof.
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d. Sending or disseminating discriminatory, threatening, or harassing messages to other people in 
violation of  applicable laws, circulars, rules, and regulations.

e. Using the free public Internet, in any manner, that harms or endangers the well-being of  a child, or 
exposes the latter to child-inappropriate content or Online Risks to Children.

f. Hacking, phising, spamming, cyber-bullying, libel, or any other use that is violative of  other people’s 
privacy and other rights under existing laws.

g. Using or inciting others to use the free public Internet to access for illegal gambling, the commission 
of  cybercrimes, and other offenses in violation of  applicable laws, rules, and regulations.

h. Using the free public Internet in any other manner that is contrary to existing laws, orders, circulars, 
rules, and regulations. 

The DICT, NTC, and/or participation ISPs shall institute, or cause to be instituted, such measures as may be 
necessary, such as but not limited to the use of  appropriate tools, solutions, systems, processes or mechanisms, to 
effectively enforce the restrictions against any unacceptable uses of  the free public Internet. 

Section 18. Reporting Links. – The Child Online Protection website and the Captive Portal shall provide, 
continuously update, and prominently display, the appropriate reporting links to the Authorities, such as the 
DICT, DOJ, DSWD, DepEd, PNP, NBI, and other government agencies charged with law enforcement and 
implementation.

The reporting links and the processes therein shall, as far as practicable, be presented in a child-friendly format. 
They shall likewise provide the user with the option of  either reporting online or through a hotline. 
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